During the full authentication session, Fast_ID(0) and MK(0) are used for the first round of iterative AVs generating operation.
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